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[I’ll handle it!]
• PDF Watermarks
• CheckCIF
• Reference checking
• Attachments

• Restricted File Types
• URL/ URI submission
• Two ways of dealing with .zip 

files
• Companion Files
• How to configure these file types 

by article type



Restricted File Types
Submission Items



Why Restrict File Types?
• Different restrictions may be placed on 

the Submission Item Type for New 
Submissions and Revised Submissions 
submitted to the publication.

• Editor or Publisher roles can be granted 
the ability to upload all file types for a 
restricted Submission Item, by enabling 
the the “Bypass ‘Restricted File Types’ 
Requirements” permission in 
RoleManager.

• Publications can choose to restrict the 
types of files that the Author may 
submit on the ‘Attach Files’ page for 
New and Revised Submissions. 

Options:
• Allow all file types (current, default 

functionality), 
• Allow all file types with discrete 

exclusions (“Exclusive” multi-selector 
box), 

• Allow only the selected file types 
(“Inclusive” multi-selector box) for the 
Author attaching the submission item 
on the ‘Attach Files’ page. 



Restricted File Types
System Administration> Policy Manager > Submission Policies> Edit Submission Items 



Restricted File Types
Editor Main Menu> System Administration> Policy Manager > Submission Policies

> Edit Submission Items 



URL/ URI/ External Items for 
Submission
Submission Item Settings



What are URL/ URI / External 
Submission Items?

• If an Item is configured for the 
PDF Handling method “Build 
Hyperlink to the Item into the 
PDF”, the name of the Item is 
shown at the top of the page in 
the PDF, followed by the full URL 
of the Item as a hyperlink on a 
new line.

• This option allows Authors to 
enter a URI/URL address or 
external resource location (i.e. 
FTP)

• For accessing larger data sets 
(such as institutional repositories 
often housed at universities and 
other scientific institutions) or 
other data (such as videos) 
accessible via the Internet.



URL/ URI Submission
Editor Main Menu> System Administration> Policy Manager > Submission Policies

> Edit Submission Items 



URL/URI / External Submission Item 
Types: During Submission



URL/URI / External Submission Item 
Types: During Submission



URL/URI / External Submission Item 
Types: During Submission



Companion Files
Submission Item Settings



Companion Files
• Configure post-accept file(s) as 

companion files
• May be included in export to 

production vendor
• Colour coding for easy use
• Can replace as needed in File 

Inventory



Companion Files
Editor Main Menu> Folders > Manuscript> Action > File Inventory



[Companion Files]
Editor Main Menu> System Administration> Policy Manager > Submission Policies

> Edit Submission Items 



[Colour Codes]: 
For Companion Files 

Editor Main Menu> System Administration> Policy Manager > Submission Policies>
Configure color codes for companion files



.ZIP files???
Submission Item Settings



Managing .ZIP files
Editor Main Menu> System Administration> Policy Manager > Submission Policies

> Edit Submission Items 



Managing .ZIP files
Editor Main Menu> System Administration> Policy Manager > Submission Policies

> Edit Submission Items 



Uploading .ZIP files
Packed vs. Unpacked – during submission

Author Main Menu> Submit a Manuscript > Choose article type & type title> 
Attach Files step



PDF Handling
Submission Item Settings



PDF Handling
• The option of having Submission 

Items handled differently in the 
Author/Editor PDF and the 
Reviewer PDF gives publications 
more control over what kind of 
information is accessible to users 
accessing the submission.

• Submission Items can be 
configured to display (or not 
display) in the submission PDF. 

• Configuration determines how 
each Submission Item will display 
in the Author/Editor PDF as well 
as the Reviewer PDF.



Configuring Submission Items:
PDF Handling

Editor Main Menu> System Administration> Policy Manager > Submission Policies
> Edit Submission Items 



PDF Handling

Create link for Image

Build and hyperlink to the item into the PDF

Build Hyperlink to the item into the PDF (item not 
displayed in PDF)

Build item into PDF

How does each option show in the PDF?



Configuring Submission Items: 
Final Step - Configuring Article Types

System Administration> Policy Manager > Submission Policies > Edit Article Type
> Submission Item Parameters 



PDF Watermarks



PDF Watermarks
• Choose one of the uploaded 

images to use for each of the 
following (if desired):

Author/ Editor & Reviewer PDFs
o Cover Page
o Body pages (portrait orientation)
o Body pages (landscape 

orientation)
• Three “stock” watermark images 

are available for immediate use 
and convenience: “Confidential,”, 
“Reviewer PDF,” and “Do Not 
Distribute.” Custom images can be 
uploaded by clicking the ‘Upload 
Image’ button.

• Administrators can add 
“watermark” graphics to the PDFs 
that are built by the Editorial 
Manager system. This feature is 
great for publications that wish to 
brand their PDFs with publisher, 
society, or publication logos and 
messages.

• Upload images (up to 9 images 
may be in the image library at one 
time, and there is a 500KB size limit 
on the images)



PDF watermarks
System Administration> Policy Manager > Submission Policies > Configure PDF Watermarks



PDF Watermarks
System Administration> Policy Manager > Submission Policies 

> Configure PDF Watermarks



PDF Watermarks
System Administration> Policy Manager > Submission Policies

> Configure PDF Watermarks



Configuring CheckCIF



What is: CheckCIF?
• The tool is hosted by the IUCr

(International Union of 
Crystallography).

• Once configured - CIF files are 
automatically processed by 
checkCIF in the background 
when a CIF file is uploaded on 
the attach files page. 

• CIF: Crystallographic information 
files.

• CIF files are structured text files 
containing crystallographic 
information. 

• The CheckCIF tool reports on the 
consistency and integrity of 
crystal structures contained in 
the file.



CheckCIF: How it works?

• Clicking the ‘Completed’ link 
in the checkCIF Results 
column will initiate the 
download of a PDF copy of 
the checkCIF results for that 
file. 

• Clicking the ‘Download’ link 
allows the user to download 
the original .cif file.



Configure CheckCIF:
System Administration> Policy Manager > Submission Policies > Configure checkCIF



Configure CheckCIF:
System Administration> Policy Manager > Submission Policies > Configure checkCIF

Editor Main Menu> System Administration> Policy Manager > Submission Policies> 
Edit Submission Items 



Permissions: CheckCIF

• Editor and Publisher Roles that 
have ‘Initiate checkCIF’ 
permission -will be able to select 
files to send to checkCIF by 
selecting the checkbox next to 
the item type and clicking the 
‘checkCIF: Selected Files’ 
button.

Editor Main Menu> System Administration>Role Manager > Editor Roles 
> Edit > General Searching and Viewing



Reference Linking, Checking and 
Mark- Up

eXtyles Product Sheet Link



References: Link / Check /Mark
• References Linked to PubMed/CrossRef
• Word Doc is marked-up with edits 
• Missing data added, e.g. missing page numbers 
• Inaccurate data corrected, e.g. author name misspelled 
• DOI added 
• Retractions identified:



References: Clean Up
• References are formatted to the correct journal style 
• Out-of-the-box styles: APA, AMA, Chicago, ICMJE
• Custom journal styles available



Reference Checking
Link Up/ Clean up / Mark Up



Reference Checking: Clean up



Reference Checking: Configuration
System Administration > Policy Manager> ProduXion Manager > Configure Reference Checking 



Reference Checking: Configuration
Editor Main Menu> System Administration> Policy Manager >ProduXion

Manager> Configure Reference Checking 



Reference Checking: Configuration
Editor Main Menu> System Administration> Policy Manager >ProduXion

Manager> Configure Reference Checking 



Reference Checking: Configuration
Editor Main Menu> System Administration> Policy Manager >ProduXion

Manager> Configure Reference Checking 



Configure: Reference Checking
Editor Main Menu> System Administration> Policy Manager > Submission Policies

> Edit Submission Items 



Permissions: View Reference 
checking Results

For Authors, Reviewers and Editors – a permission is available in Role 
manager to allow them to “view reference checking results”

System Administration> Role Manager> Author or Reviewer or Editor Role 
> View Reference Checking results:



AQC



Artwork Quality Check
• These results are then made 

available to the Author and/or 
Editor on designated pages, and to 
the Editor on the Transmittal Form.

• Helps to highlight files that may 
cause problems later providiing the 
opportunity to source improved files 
at an early stage, reducing the 
time to publication.

• AQC can be configured to be 
carried out at several stages in the 
process, from initial submission, 
through submission of revised 
versions to final acceptance.

• Editorial Manager works third-party, 
on-line artwork checking tools 
which analyse the suitability of files 
for print or web reproduction. 

• Enabled for you by your AC

• Once configured - Files are sent to 
the third party system for checking 
against a standard profile; that 
system returns a detailed report on 
problems with the files, with an 
overall pass/fail/warning result. 



Artwork Quality  Check
System Administration> Policy Manager> ProduXion Manager > Configure Artwork 

Quality Checking



Artwork Quality Check
System Administration> Policy Manager> ProduXion Manager > Configure Artwork 

Quality Checking



Artwork Check
Editor Main Menu> System Administration> Policy Manager > Submission Policies

> Edit Submission Items 



CrossCheck Integration



CrossCheck Integration
• EM can be configured to 

transfer files directly to 
CrossCheck.

• You must already have a 
CrossCheck/iThenticate 
account, set up in advance to 
receive files.

• Selected files can be sent to 
CrossCheck from EM on an ad 
hoc basis.

• Enabled by your AC.

• The CrossCheck system allows 
publications to upload a copy of 
a submission to the iThenticate
checking system where the 
submission is compared to a 
database of published papers 
submitted to CrossCheck by 
participating publishers (and to 
other sources, such as web 
sites).

• A report is generated detailing 
similarities between the 
uploaded submission and the 
published literature.



Configuring: CrossCheck
Editor Main Menu> System Administration> Policy Manager > Submission Policies

> Configure Similarity Check



Configuring: CrossCheck
Editor Main Menu> System Administration> Policy Manager > Submission Policies

> Edit Article Types > Edit (next to article type for checking)



CrossCheck: Assigning Roles 
Editor Main Menu> System Administration> Role Manager > Edit Role Type > Edit Role



CrossCheck
Editor Main Menu> Manuscript > Action List> CrossCheck/iThenticate (00%)



Editor Main Menu> Manuscript > Action List> CrossCheck/iThenticate (00%)> Complete
CrossCheck



Attachments
Submission Item Settings



Attachments

• Attachment Availability (who 
can access them)

• Attachment Sanitization

• Email Attachments
• Attachment Security
• Automatic Attachments 

(decision letters)



Attaching Files to Emails:
System Admin> Policy Manager> Email and Letter Policies> Edit Letters 



Attaching Files to Emails
Customise Letter



Attaching Files
Customise Letter > Add/ Change Attachments



Attaching Files
Customise Letter > Add/ Change Attachments



Decision letters: Automatic 
Attachments

System Admin> Policy Manager> ProducXion Manager > Configure 
Attachment Security



Decision letters: Automatic 
Attachments 

System Admin> Policy Manager> ProducXion Manager > Configure 
Attachment Security



Attachment Availability
System Admin> Policy Manager> ProducXion Manager

> Configure Attachment Security



System Admin> Policy Manager> ProduXion Manager > Configure Attachment 
Security

Attachment Sanitization



Any Questions?
Helpful Links:
o File Upload Options
o Video: Limiting file types
o Defining Companion Files
o Customised PDF Watermarks
o Video: Automated Crystallography Check
o Reference Checking
o Crosscheck integration
o Attachments


